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Why Business Continuity?
According to the Department for Science, Innovation & Technology’s Cyber security breaches survey 2023:

The survey identified that one area for potential improvement was the relative disconnect between IT or specialist cyber teams and wider staff 
(including management boards) when it comes to incident response. Bridging this gap requires good, regular communication between IT teams 
and wider staff.

Introducing the Business Continuity Discovery 
Workshop
The Business Continuity Discovery Workshop is a 90-minute 
workshop delivered by Six Degrees’ senior Governance, Risk and 
Compliance experts, who will work with senior stakeholders within 
your organisation to explore your business continuity and incident 
response readiness strategies. They will identify key areas that you 
need to focus on, providing a valuable and thought-provoking 
session that can help you to strengthen your overall cyber security 
and resilience posture.

Business Continuity Discovery Workshop 
Deliverables
Our workshops will be delivered at your organisation’s offices and will 
require attendance of four-to-eight key stakeholders including senior 
leaders (directors/heads of) from your IT, security, operations, and HR 
departments.

At the end of the workshop, your key business stakeholders will have 
a better understanding of business continuity and incident response 

requirements, be better able to identify areas of risk, and our experts 
will offer advice on how to mitigate these risk areas. By mitigating 
these risk areas your organisation will be better equipped to detect, 
respond to, and recover from incidents.

The Business Continuity Discovery Workshop will help you kickstart 
conversations around business continuity and incident response 
readiness, identify your organisation’s key priorities, and outline 
next steps.

BUSINESS 
CONTINUITY 
DISCOVERY 
WORKSHOP
The first step to building your business 
continuity and incident response plan.

59% of medium businesses, 69% of large businesses, and 56% of high-income charities recall breaches or attacks from 
the last 12 months.

Only 47% of medium-sized businesses, 64% of large businesses, and 38% of high-income charities have a formal 
incident response plan.

Key deliverables include:

• 90-minute workshop delivered by senior Governance,   
Risk and Compliance experts.

• Education on business continuity and incident response best  
practices.

• Identification of your organisation’s key priorities, including  
people, processes, and technology.

• Findings and recommendations for your organisation from  
our experts.

https://www.gov.uk/government/statistics/cyber-security-breaches-survey-2023/cyber-security-breaches-survey-2023


Business Continuity Discovery Workshop Benefits

For more information about tthe Business Continuity Discovery 
Workshop, please contact sales@6dg.co.uk or call 0800 012 8060.

Our 
Credentials

What It Does Why This Matters What It Means

Engagement with key stakeholders across 
your organisation.

Business continuity and incident response 
plans only work if the whole organisation 
is involved.

By engaging all stakeholders across the 
organisation you’ll be better able to 
identify business priorities and impacted 
processes as well as identifying the 
correct risk mitigation strategies. 

Education on business continuity and 
incident response readiness.

This ensures all participants have a common 
understanding of the scope of business 
continuity and incident response planning.

By ensuring all participants are on the 
same page, your organisation will be 
better equipped to build effective business 
continuity and incident response plans.

Identification of your organisation’s key 
priorities – people, processes, and 
technology.

Business continuity and incident response 
plans are particular to your organisation and 
based around your organisation’s priorities.

By identifying key people, processes, and 
technologies, you will have a framework 
of key priorities on which to build an 
effective business continuity and incident 
response plan.  

Report on findings and recommendations 
from senior Governance, Risk and 
Compliance experts.

This report will recap on the risk areas 
identified in the workshop and include 
recommendations on best next steps. 

You can then use this report to plan 
your next steps with respect to building 
or improving your business continuity and 
incident response plans. By mitigating the 
identified risk areas, your organisation will 
be better equipped to detect, respond to, 
and recover from incidents.
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