
We are all operating in a hostile digital landscape – in fact, half of UK businesses reported experiencing some form 
of cyber security breach or attack in the last 12 months1. Do you know your business’ cyber security posture and your 
exposure to downtime and data breach?

Six Degrees’ NIST Cyber Security Framework (CSF) 2.0 Assessment is a structured, comprehensive and methodical review of your cyber security 
posture. The NIST CSF 2.0 standard is widely used across UK public and private sector organisations and is a perfect way to better understand 
and enhance your cyber security maturity.

NIST CYBER SECURITY 
FRAMEWORK (CSF) 2.0 
ASSESSMENT
Understand and enhance your business’ 
cyber security posture

To book your NIST CSF 2.0 Assessment, speak to your 
Account Manager or click here to book a call.

Our Cyber
Security 
Credentials

Aligned to Your Cyber Security Challenges

Understand your security efficacy at a strategic level. 

“We don’t understand the information and cyber 
security risks to our business and its assets.”

“We know we should be considering and doing 
information and cyber security better, but we 
don’t know where to start.”

“Senior leadership want us to tell them how 
secure we are, but we don’t really know how 
to articulate it.”

“We think we are doing security well but can’t 
really say for sure.”

Establish a systematic approach to implementing best 
practices at an operational level.

Achieve effective information and cyber security risk 
management and governance.

Comprehensively manage and mitigate information and 
cyber security risks.

We will work with your teams to understand your assets and the threats 
and risks associated with them, and provide practical, proportionate 
recommendations to further protect them.

The NIST CSF 2.0 Assessment is the perfect mechanism for you to 
understand this strategically and operationally in a structured, methodical 
manner. Our consultants will guide you through each stage of the process.

We will help non-technical senior leadership to understand your 
strengths and weakness in relation to security and tell them where 
to focus resource in order to improve it.

The NIST CSF 2.0 Assessment has coverage across the complete spec-
trum of security controls and provides specialist, independent assur-
ance of your security posture.
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